
Information Technology Corporate Security Officer 
 

$71,292 to $86,216 PER ANNUM (Pay Band 7) 
 

Fredericton - Open 
 

 
Service New Brunswick (SNB) is a Crown Corporation owned by the Province of New Brunswick 
with a mission to provide excellence in the delivery of government services and information to 
citizens and businesses. SNB is the gateway for the public to many government (federal, 
provincial and municipal) services offered electronically and through a network of service 
centres located throughout the Province. 
 

The Information Technology Branch of Service New Brunswick is seeking the services of an IT 
professional to lead the corporate information technology security program. 

 
The Position:  Reporting to the Director of Information Technology, the successful candidate 
will lead the implementation and operation of the corporate security program.  The IT 
Corporate Security Officer will ensure security policies and supporting architectures, directives 
and standards remain effective; provide assistance to business professionals with Information 
Technology Security issues; interpret policy; consult, provide advice and guidance on emerging 
security issues not addressed by policy.  Responsibilities will also include delivering a security 
awareness and education program; addressing risks to SNB systems and information, and 
resolving security incidents; as well as actively participating in various internal and inter-
governmental committees and initiatives related to the overall security of information systems. 
 
The Requirements:   University degree in Computer Science or related discipline with a 
minimum of eight years related information technology experience, including 5 years in system 
security.  The successful candidate will have a thorough understanding of security 
architectures; a strong understanding of IT security; excellent technical skills, as well as the 
capability to work independently with little direct supervision.  An equivalent combination of 
training and experience may be considered.  The successful candidate must be in possession of 
the CISSP (Certified Information Systems Security Professional) or equivalent designation.  
Consideration may be given to applicants willing to acquire this designation.   Candidates must 
also demonstrate the following behavioral and technical competencies:  Effective Interactive 
Communication; Analytical Thinking; Initiative; Information Seeking; Impact and Influence; 
Client Service Orientation; Specialized Subject Matter Expertise and Knowledge; Planning and 
Organizational Skills; and Consulting Skills.   
 
Written and spoken competence in English is required. 
 
Note: To be given consideration under this competition, you must demonstrate on your 
application how, when and where you acquired the qualifications required for this position. 
Your résumé must present education and work experience in chronological order, with work 
experience detailed in both months and years, and whether it was part-time or full-time (e.g.  
May 2000 to June 2004 — full-time).  
 
Applications must indicate number 2009-SNB-09R and be received by May 29, 2009. 
 
This competition may be used to fill future vacancies at the same classification with similar 
duties.  
 
We thank all those who apply. Only those selected for further consideration will be 
contacted. 

I 




